**附件5：长沙市中心医院2022年外网防病毒软件技术需求表**

一、技术要求

|  |  |  |
| --- | --- | --- |
| 序号 | 指标项 | 指标内容 |
| 1 | 授权数量 | ★在原有外网准入系统授权基础上增加 400个防病毒终端授权 |
| 2 | 操作系统 | 支持中标麒麟/Deepin/银河麒麟等国产化操作系统；客户端支持Windows X P\_SP3及以上操作系统，包括主流的Windows 7/Windows 8/Windows 10/Windows 11等操作系统。 |
| 3 | 任务调度 | 支持病毒木马威胁的快速扫描、全盘扫描、强力扫描、文件专杀、隔离区恢复、系统修复、插件管理，支持对进程防护、注册表防护、驱动防护、U盘安全防护、邮件防护、下载防护、IM防护、局域网文件防护、网页安全防护、勒索软件防护 |
| 4 | 资源占用 | 支持限制病毒扫描时CPU资源的占用设置，程序进行动态自行调整。低资源最多占用不超过20%的CPU资源，平衡型最多占用不超过40%的CPU资源。 |
| 5 | 病毒、恶意代码、木马防护 | 对敲诈者病毒提供专有的防护功能，支持对压缩包内的病毒扫描，支持多层压缩包的扫描，可自定义配置压缩包的扫描层数。 |
| 6 | 补丁功能 | 持管理员预先设置好灰度发布批次和漏洞修复策略（分时间段、按级别、排除有兼容性问题的补丁等），每当控制台更新补丁库，自动化编排完成漏洞修复。 |
| 7 | 产品能力 | 要求病毒检测率（WildList detection）为100%，误报率（False positive rate）为0%，多样化样本检出率为100%。（提供检测报告） |

二、其他要求

技术支持：须提供7X24小时技术咨询服务，接到电话后2小时响应。

安装调试：要求提供首次部署安装服务

培训服务：提供培训技术资料。

售后服务：要求提供不低于三年原厂软件升级服务。